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• Business Continuity (BC) is defined as the capability of the organization to continue delivery of products or services at acceptable predefined levels following a disruptive incident.

• Business Continuity is an ongoing set of activities aimed at reducing an organization’s risk and improving the organizational ability to respond to and recover from disruptions.

• Organizations that are established for philanthropic purposes, governmental organizations, and other organizations established for purposes other than business will refer to their efforts to mitigate risk and to respond to or recover from disruption as the Continuity of Operations (COOP), rather than “Business Continuity”.

Physical Security and Information Security are sometimes identified as disciplines within Business Continuity.
Incident Management

• Incident Management begins with the collective activities from the initial discovery of a potentially unsafe and/or disruptive situation and the assessment of the situation and selection of a strategy to ensure safety.

• Incident Management includes the detection, escalation, and assessment of the situation.

• Incident Management also includes strategy implementation, monitoring of the situation, and reporting on progress.

The ultimate goal of incident management is to ensure physical safety.
Crisis Management

• Crisis Management is the supervisory level administration of the response, recovery, and restoration of normal organizational activities.

• A Crisis Management Team typically consists of upper-level management personnel.

• The Crisis Management team determines the ultimate direction and the selection of strategic initiatives applied to combat the negative impact of a disruption.

• Crisis Management methodology should be applied when an organization is faced with a physical threat such as a hurricane, fire, or flood.

• Crisis Management methodology should also be applied when non-physical threats occur, such as a potential risk to the reputation of the organization.
Disaster Recovery

• Disaster Recovery is the discipline within Business Continuity that focuses on the protection, recovery, and restoration of an organization’s critical technology systems and data.

• While the loss of key systems and data do not pose a threat to physical safety, Information technology outages can cripple an organization’s ability to provide products and services.
Pandemic Planning

• Pandemic Planning is the discipline within Business Continuity that deals with protecting an organization from a widespread outbreak of disease.

• The strategies and methodologies applied in response to the threat of a pandemic vary widely from those applied in response to natural disasters or the loss of key IT systems and data.
Disaster Recovery

Risk Mitigation and Preparedness
Planning and prevention activities focused on avoiding and minimizing disruptions.

Incident Management
Activities to ensure life safety.

Recovery
Business and IT Disaster Recovery plans activated. Objective is to recover normal operations.

Restoration
Return to normal operations at impacted location or a new location.
Business Continuity Lifecycle

- Recovery Strategy Development
- Business Impact Analysis / Threat Analysis
- Plan Development
- Exercise & Monitor

Validate
- Analyze
- Implement
- Design
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Analysis

- **Business Impact Analysis** (BIA) measures the effect of a disruption over time.
  - The BIA results should include the Recovery Time Objective (RTO) of each business process.
  - The BIA forms the basis of business and IT recovery strategies.

- **Threat Assessment** measures the likelihood of a threat and its potential severity.
  - The Threat Assessment provides guidance for selecting effective mitigation strategies.
Recovery Strategy

- Prioritization leverages the data gathered from the BIA and provides a sequence for recovery activities should a disruption occur.

- Recovery Strategies are chosen and implemented based on data gathered in the analyze phase.

- The strategies selected will guide the development of recovery plans.

- Organizations will determine how to manage the risks illuminated in the analysis phase

- Risk can be Tolerated, Treated, Transferred, or Terminated
  - Tolerated – the risk is not addressed
  - Treated – measures are taken to reduce/remove the risk
  - Transferred – the risk is absorbed by a third party, for example, an insurance company
  - Terminated – the activity posing a risk is no longer undertaken
Planning

• Plans are developed to address each of the business continuity disciplines.

• The data from the BIA and the strategies developed form a baseline for plan development.

• Personnel identified as having specific roles and responsibilities in plans should review the plans carefully and be familiar with any tasks they are expected to perform.
Exercise & Monitor

- The plans developed should be reviewed and approved against current business continuity standards.
- Exercises familiarize personnel with plan requirements and strengthen organizational response and recovery capabilities.
- Exercises will illuminate gaps in the plans where additional information or changes should be applied.
- Exercises provide a validation of current strategies. Strategy revision may be necessary if the exercise highlights shortcomings.
- Organization changes should be monitored to determine if strategies and plans need to be revised to reflect updates to organizational operations.
Learn More

Learn more about Business Continuity Management from the ServiceNow website www.servicenow.com/risk.